
Ed-IT Solutions (UK) Limited 
Internet Filtering & Monitoring 

 

 

Background 

 

In response to the statutory guidance Keeping Children Safe In Education 2023 (KCSIE) we 

understand that our procedures form an essential role in adhering to these standards. 

 

 

Procedure 

 

Web Filtering 

Where Ed-IT Solutions is the Internet Service Provider we only work with an accredited filtering 

provider. (EXA Networks) to provide a DFE compliant filtering solution. 

 

EXA - SurfProtect-The-Prevent-Duty-2022.pdf 

EXA - KCSIE-Guidelines-2023.pdf 

 

The following is the agreed procedure for all our supported schools’ we will; 

• One each visit, save to a designated folder on the network a Suspicious Filtering Report. 

• Analyse and filter through the “false positives”. 

• Identify any potential safeguarding concerns.   

• Report potential safeguarding concerns to SLT. 

 

 

We accept this is not a “real time” monitoring system but is only a basic reporting system. 

 

We would also highly recommend that a member of the school’s senior leadership team also 

checks through the filtering logs to ensure that no potential safeguarding concern is missed. 

 

Monitoring & Reporting 

(For schools that take our automated monitoring and reporting service.) 

 

Securus has been developed to accurately monitor, respond and safeguard the welfare and 

wellbeing of digital users within education. The rigorous design of this safeguarding software 

solution enables schools to meet the statutory safeguarding & legislative requirements. 
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